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1. 
Issues for Personal IoT Network (PIN)
During SA2#147e meeting, we have good discussion on the SID of Personal IoT Network (S2-2107612), and seems we are very close to the gate of R18. Revision 9 of the SID has been provided before the end of the meeting, but still have unconsensus point left. It was postponed in SA2#147e with the latest updated objectives shown below: 
	Work Task
	Work Task Description
	RAN Dependency
	Inter Work Tasks Dependency 



	(WT#1) Architecture enhancement

NOTE 1:
In release 18, the PEGC only provides non-3GPP access (e.g., WIFI, Bluetooth) to PIN Elements. The PEGC may provide PC5 access (e.g., licensed or unlicensed) to PIN Elements in future release, in that case, cooperation with 5G ProSe is needed, e.g., reusing the architecture and solutions in ProSe as much as possible, as well as coordinating if any impact exists. 

NOTE 2:
In release 18, only a UE can act as PEGC and PEMC.
	NO
	Depends on WT#3 and WT#4

	WT#1.1
	To study the potential architectural enhancements for supporting management of PIN, access of PIN via PIN Element with Gateway Capability (PEGC), and communication of PIN (e.g. PIN Element communicates with other PIN Elements directly or via 5GS or via PEGC and 5GS).
	
	

	WT#1.2
	To study the potential architecture enhancements for supporting identifying PIN Elements in the PIN,
	
	

	(WT#2) Security related

NOTE 3:
During the study, solutions for WT#2 may need cooperation with SA3, and if solutions for WT#2 is related to security impact, they will be studied in SA3.
	
	Self contained

	WT#2.1
	To study whether identification is needed, and if yes how to identify at 5GC level to serve as a basis for authenticating/authorizing, and charging of PIN elements.
	
	

	WT#2.2
	To study the provisioning and configuration of PIN Element, if supported and needed, by, e.g., a PIN Element with Management Capability (PEMC), for supporting the credential and identity management requirements as defined in TS 22.101 clause 26a.

NOTE:
The support of requirements defined in TS 22.101 clause 26a and TS 22.115 clause 5.2.17 needs to consider whether and how the on-boarding and authenticating procedure defined for NPN can be applied to PIN Elements  in a PIN.
	
	

	WT#2.3
	To study the mitigation of repeated and unauthorized attempt to access a PIN or PIN Elements in a PIN.
	
	

	(WT#3) Management as well as policy and access right enforcement
	NO
	Self contained

	WT#3.1
	To study the management of a PIN, e.g., create PIN, authorizing/deauthorizing PIN Elements, authorizing/deauthorizing PIN Elements with Management Capability (PEMC), authorizing/deauthorizing PIN Elements with Gateway Capability (PEGC), establishing duration of the PIN, etc.
	
	

	WT#3.2
	To study the procedures for network discovery, PIN Element discovery, capability of PIN Element discovery, as well as availability and reachability discovery, e.g., assisted by a PIN Element with Management Capability (PEMC). Furthermore, to study whether and how to enable the discovery of service provided by PIN Element.
	
	

	(WT#4) Service continuity and charging consideration
	NO
	Self contained

	WT#4.1
	To study the service continuity when a PIN Element, if supports 5GS direct access, moves from direct 5GS access to indirect 5GS access via PEGC or vice versa and charging consideration.
	
	

	(WT#5) Communication path switch
	NO
	Self contained

	WT#5.1
	To study the procedure for a PIN Element with Management Capability (PEMC) that communicates with a PIN Element to switch the communication path between that PIN element and another PIN element (e.g. via a different relay).
	
	


According to SA2#147E email discussions, there are some arguments sustained, including:
· Whether we need to consider the case PEGC provides PC5 access to PIN Elements.

· Whether we need to consider the WT#5 (communication path switch).

1.1
Whether we need to consider the case PEGC provides PC5 access to PIN Elements
1.1.1
Issue Description
During the SA2#147e meeting, some companies express the neccessity for supporting PC5, and confirm that even IoT devices would be possible to have PC5 access, but also acknowledge that it is not the most popular case in current and close future. While some company expresses that non-3GPP access (e.g., WIFI, Bluetooth) should have high priority considering it is the most popular case for IoT devices currently and in close future.

On the other hand, some companies express their concern that, for PC5 case, we should consider 5G ProSe SID to avoid overlapping.

1.1.2
Companies View
There’re three options for PEGC supporting PC5 to connect with PIN Elements in PIN:

Option A: support in R18;

Option B: support in future;

Option C: do not support.

The Question is: Which option (Option A, B, or C) is preferred for considering PEGC supporting PC5 to connect with PIN Elements in PIN?
	Company name
	Company View
(Option A/ Option B/ Option C)
	Notes on justification/rationality, and/or wording suggestion on NOTE 1 for avoiding overlapping with 5G ProSe SID if any

	Huawei
	Option B
	From both business and standard perspective, we think we should firstly focus on the most popular part(existing technology like Wifi, Bluetooth) and then go to next step(PC5 based). The PC5 requires to support the 3GPP protocol stack and related functionalities-the remote device shall be a UE, e.g. support NAS, credential, etc, etc. Hence it is not applicable for generic devices.
Currently, PC5 has not been widely used for Personal use case. We can support such use case once PC5 are supported in market to a certain extent in future release. 

	Convida Wireless
	B
	We prefer that this study focus on the case where PIN elements use non-3GPP access; PIN elements (i.e. IoT devices) will typically not support a PC5.

Support for PIN elements using PC5 can be added in the future, for example when Rel-18 ProSe enhancements are complete.

	Interdigtial
	Option A
	Clear requirement in SA1 to support 3GPP access. Also PC5 has been well defined in 3GPP standard. So it should be support in R18 for PIN.

	vivo
	Option B
	It is possible that there will be a kind of device in future that supports PC5. And we also know that it is not a close future. Study the case of non-3GPP access for PIN devices would be more interest consider most devices support, e.g. WiFi. This study will not address the non-3GPP part, but wil study the interaction between PEGC and 5GS for the PIN management, and also can study the upper layer interaction between PEGC and devices if needed, which are in SA2 scope. When future we have PC5 devices, we could study the PC5 interaction.

	Nokia
	B or C
	We need to slim down all SID(s) including FS_PIN. 

	AT&T
	Option A
	PC5 work should be included if PIN work gets done in R18 at all in the first place. Non-3GPP accesses maybe interesting but it is unclear if PIN work needs to be done in 3GPP or elsewhere. We already have non-3GPP interworking support included in 5GC for situations where non-3GPP accesses need to interact with 5GS. Maybe any additional work in 3GPP in this area should have been done in that context. 

	Qualcomm
	Option A with comments
	The option of using PC5 between PIN elements in the PIN should not be concluded. 

However, the operation of this may overlap with the 5G ProSe ID, and it should be coordinated. 

It should be noted that WiFi and Bluetooth technology are not directly controlled by 3GPP. Therefore, if there is a solution workable over WiFi or Bluetooth. It should be also workable via PC5 transparently.  

	Samsung
	Option B
	

	T-Mobile USA
	Option B
	The most urgent need is with non-3GPP access. Reduce TUs.

	Apple
	Option A
	It is important to have PC5 as a communication option for PIN elements in Rel-18.

	Ericsson 
	B/C
	We should try to avoid overlap with Prose SID and if PC5 is to be used then it should be aligned with Prose. 

	Philips
	Option A
	As discussed in SA1, PC5 (using 3GPP RAT) needs to be supported. This allows the operator more control over e.g. the QoS. SA1 also has the necessary service requirements for that, so strange to exclude it upfront. Also should not impact the study a lot if PC5 (using 3GPP RAT) needs to be considered in addition to using non-3GPP RAT.

	Deutsche Telekom
	B or C
	We need to slim down all SID(s) including FS_PIN. 


1.1.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

Almost have number of companies believe PC5 is an important technolodge to be supported in future by devices, which also is supported by SA1 requirement, and question that study on non-3GPP access is out of SA2 scope. So they think PC5 should not be removed in R18 study.
Other companies question the capability of devices supporting PC5 in close future, and for the sake of reducing TUs, propose to study PC5 case in future release.
Two companies propose a compromise that R18 only study the access independent method, i.e., study the interaction between PEGC and PIN Elements that is upper layer of the access, which is transparent to the access.
1.1.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
As a compromise, R18 studies the interaction between PEGC and PIN Elements, if needed, that can be transparent to the access technology.
The NOTE 1 is revised as following:

NOTE 1:
In release 18, the interaction between PEGC and PIN Elements, if needed, is transparent to the access technology. 

1.2
Whether we need to consider the WT#5 (communication path switch)
1.2.1
Issue Description
During the SA2#147e meeting, some companies ask whether there will be SA2 work for this aspect, while some company expresses it is in SA1 requirement and SA2 should study it. Both opinions are reasonable, so I believe that companies supporting this WT needs to provide the view that why it has SA2 work.

1.2.2
Companies View
There’re three options for WT#5:

Option A: support in R18;

Option B: support in future;

Option C: do not support.

The Question is: Which option (Option A, B, or C) is preferred for considering WT#5 in PIN?
	Company name
	Company View
(Option A/ Option B/ Option C)
	Notes on justification/rationality, wording suggestion on WT#5.1 or additional NOTE for WT#5 if any

	Huawei
	N/A
	The objective is not fully clear whether it refers to switch path between PIN elements that are connected to the same PEGC or different PEGC as well (the later seems from the current text).

it needs to be further clarified if it is in R18 scope.

	Convida Wireless
	A
	This WT is needed in order to support the following requirements from SA1 in TS 22.261.

“The 5G system shall be able to minimize service disruption when a PIN Element changes the communication path from one PIN Element to another PIN Element.”

“Subject to regulatory requirements and operator policy, the 5G system shall support a data path not traversing the 5G network for intra-PIN communications via direct connections.”

“The 5G system shall support a mechanism for a PIN Element to select a relay for PIN direct connection that enables access to the target PIN Element.”

	Interdigtial
	Option A
	Service continuity is important for user experience. It should be supported in R18.

	vivo
	B or C
	We have service continuity WT, which is a kind of path switch when device moving, the service continuity including path switch for offloading from 5GS (i.e. communication via PEGC), for direct communication (i.e. communication without PEGC). Call transfer is another kind of path switch.

Call transfer is more like application level procedures, we could study it in SA6.

	Nokia
	C
	WT4 studies already the service continuity when a PIN Element, moves from direct 5GS access to indirect 5GS access via PEGC or vice versa. Thus, WT5 is not needed

Note that the claimed SA1 requirement that would not be fulfilled is unclear: does it mean that a PIN Element A changes the communication path from PIN Element B to another PIN ElementC. Then it is a question of call transfer which should be resolved at application level

 “The 5G system shall be able to minimize service disruption when a PIN Element changes the communication path from one PIN Element to another PIN Element”

	AT&T
	C
	Most of PIN related work is in grey area where it is unclear why it needs to be done in 3GPP. Switching between Wi-Fi and Bluetooth etc maybe interesting but may also be out of scope of 3GPP. 

	Qualcomm
	See comments
	This seems to be overlapping with the 5G ProSe SID. 

The feature should be supported in Rel-18, but should be worked on by 5G ProSe SID, instead of the PIN SID. 

If there is any specific requirements for the PIN SID, it can be communited or added to the 5G ProSe SID in early study phase. 

	Samsung
	C
	

	T-Mobile USA
	Option C 
(Option B also acceptable)
	No clear need at this time. Reduce TUs.

	Apple
	Option B
	No strong view whether this should be done in Rel-18. Ideally this could be derived from the results of Rel-18 ProSe. 

	Ericsson
	C
	The objective to support “communication path switch” is not clear to us and seems to indicate an application-level aspect which should not be treated by SA2. The difference/overlap/relation with WT#4 on service continuity is also not clear. 

	Philips
	Option A or B
	If need to choose between support for PC5 using 3GPP RAT as per question 1.1.2 versus the communication path switch per question 1.2.2, then support for PC5 using 3GPP RAT is much more important. The feature of WT#5 Communication path switch is nice to have, but could also be postponed to future release if needed. Impact to SA2 is probably minimal, since largely RAN issue, but perhaps some additional signalling or extension to discovery and relay selection is needed. Perhaps an idea to add “, and identify whether any architectural changes in SA2 are needed to enable this” as part of the objective.

	Deutsche Telekom
	B or C
	No clear need at this time. Reduce TUs.


1.2.3
Summary

Editor’s Note: This clause should contain the brief summary of companies view e.g. n# of companies prefer to go with option A vs. m# of companies prefer to go with option B.

It seems some companies think that communication path switch is same as service continuity. 
We already have service continuity WT#4, which studies the case that none of the communication peer is changed, while communication path switch is similar as call transfer (an example of call transfer is IMS IuT), which studies the case that one of the communication peer is changed.

Most companies believe it is not the right time to study it in R18, this is a feature over the PIN basic services, and we could first have a stable PIN version, then could study whether there’s some SA2 impact. This would help to reduce TUs too.
Three companies have concern related to PC5/ProSe SID and question the place where to study the solution – R18 PIN or R18 ProSe. As the way forward proposed in 1.1.4, we will study the interaction transparent to access technology, and future we may consider the optimization that has impact on access and where to study the solution. That would remove the concern.
There’s another possibility to study this in R18, that we can study it in SA6 on application level. In future, we can study whether there will be optimization in SA2 for the transfer.

1.2.4
Proposed Way Forward 

Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
Do not study it in R18 SA2 PIN, could study it in future release. SA6 could study the application level solutions first in R18. 

